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Phases of a cyber attack
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Now they create an attack that
exploits vulnerabilities

@)

delivery
They select their delivery method;
phishing emails, infected USBs, etc.

Now they execute ﬁ
the attack; SQOL
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The attacker
’;5\ gains better
access; install
malware, remote
access, etc.
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Attacker now sets
up persistent
access for remote
manipulation
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With ‘Hands on Keyboard® access, they
achieve their goals - data exfiltration or
destruction, denial of service, etc.
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